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In our increasingly digital world, transactions are processed online more fre-
quently, reducing the use of physical money. As a result, central banks around the
globe have begun considering the best way to introduce digital fiat currency.

The International Monetary Fund (IMF) defines CBDC as the digital currency
issued by central banks [AMO]. According to a recent survey conducted by the Bank
for International Settlements [BIS], 80% of central banks are currently working on
the development of prototypes for CBDCs. For further details, see [ZH].

Naturally, in the development of CBDCs, central banks have looked to cryp-
tocurrencies as a natural reference for this type of problem. However, there are
significant differences between decentralised blockchain-based cryptocurrencies and
fiat money, particularly regarding regulatory oversight and required functionality
[Z]. Therefore, future digital fiat currencies must do more than copy the model of
decentralised cryptocurrencies due to technological differences and related issues.
For more information on these differences, please refer to the recent paper [BV].

However, even if the final choice has yet to be made, CBDCs will likely be
based on blockchain technology. If this decision is confirmed, one of the most crucial
technological aspects during the move towards digital fiat currencies will be selecting
the consensus mechanism.

The choice of consensus mechanism depends on whether the blockchain is per-
missioned or permissionless. Two popular cryptocurrencies, Bitcoin and Ethereum,
operate under a permissionless system. This means no central authority controls
the network, but cryptocurrencies still face technological challenges like the Buterin
trilemma. According to this concept, it is not easy to achieve scalability, security,
and decentralisation simultaneously (see [AHM]).

Additionally, the implementation of anonymous blockchain technology is more
complex and energy-intensive than permissioned blockchains. However, it is only
through this type of blockchain that complete anonymity can be ensured, making
cryptocurrencies an ideal payment method similar to cash payments.

Permissioned blockchains are supervised by a central authority, which results in
the loss of anonymity but benefits in terms of costs, scalability, security, and simplic-
ity. Central banks are currently exploring the potential of permissioned blockchains.
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However, there are concerns that implementing them may cause Central Bank Dig-
ital Currencies (CBDCs) to function like credit cards. The only difference between
CBDCs and credit cards is that CBDCs will be issued by a sovereign state, making
them more reliable and regulated than private companies. Additionally, automatic
services such as paying taxes and utilities could be implemented through smart
contracts, making them more efficient. It is feasible to link a wallet to an individ-
ual user, enabling tracking of all transactions. However, if central banks adopt a
permissioned system, it may be more advantageous for individuals to opt for cash
payments rather than digital ones. This is because all transactions made with a
permissioned CBDC would be recorded and monitored.

We could have two separate blockchains to address the issue of privacy and cost-
effectiveness. One would be permissioned, where all payments to the government or
other transactions that do not affect our privacy or taxes would be made. In contrast,
the other would be permissionless, allowing us to make untracked payments. The
permissionless blockchain would have higher management costs than the permis-
sioned blockchain; hence, a fee comparable to that of credit cards would be charged
for its use. Suppose we cannot solve the issues of privacy and non-traceability that
led to the introduction of cryptocurrencies by the cypherpunk movement. In that
case, we might have to accept the coexistence of CDBC (or fiat digital money) with
cryptocurrencies. One solution could be to introduce payment methods only for
anonymous payments. It would prevent our purchases from being tracked and our
profiles from being created by marketing companies, thus avoiding legal problems
that may arise from it.

Instead, we intend to replace cash and cryptocurrencies with CBDC. In that
case, we need to ensure that the anonymity of the seller is maintained, which can
be achieved by using blockchain permissionless if it is the chosen technology. How-
ever, several challenges must be addressed, including ethical, statistical, legal, and
technological issues. Using anonymous coins can lead to money laundering and
avoidance of taxes to purchase illegal goods and services. On the one hand, using
this particular type of coin should be discouraged by monitoring those who purchase
it and put it back into circulation, charging high transaction costs, and imposing
penalties for those who keep it anonymous for long periods.

On the other hand, it is not advisable to discourage its use because if it costs too
much, this type of CBDC will never replace cash or cryptocurrencies. Moreover, the
right to privacy and anonymity is fundamental in a digital society like ours. Deleting
it is certainly much more dangerous than accepting its connected risks.
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